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請求獲得有關盜用帳戶的資訊 
身份被盜受害者指南 

 
 第 3A 號消費者簡明資料 

 
加州法律及聯邦法律均賦予身份被盜受害者一項重要的權利。這項權利允許受害者索

取與使用受害者個人資訊在盜用帳戶中進行交易或開設帳戶相關之文件副本。此類資

訊有助於執法部門調查犯罪行為，並防止重新發生違法行為。 

您可以使用本簡明資料隨附的表格請求信貸機構或其他業務部門向您提供與您的身份

被盜導致的交易或帳戶相關之申請或其他業務記錄副本。  

與執法部門合作  

當您提交身份被盜警方報告時，警官可能會給您一份表格，用於請求信貸機構或其他

業務部門提供資料。如果警官沒有向您提供該表格，您可以使用此處隨附的表格。當

您收到業務部門提供的文件後，將文件副本交給調查您的案件的警官。  

與信貸機構或其他業務部門聯絡  

當您打電話給信貸機構或其他業務部門報告身份被盜案件時，請解釋您將提出索取與

盜用帳戶交易或帳戶相關的申請及其他業務記錄的申請。詢問應將申請寄至何處，以

及是否還需要提供任何您的身份證明或身份被盜宣誓書。  

盜用帳戶資訊申請表  

該表用於幫助您請求業務部門提供資訊。並不要求您必須使用該表。如果您選擇使用

該表，請複製表格。為每一家信貸機構或業務部門填寫一份表格。將填妥並簽名的表

格寄給每一家信貸機構或業務部門，並隨附一份您的身份被盜警方報告。如果業務部

門要求您提交身份證明，請寄送要求的身份證明或身份被盜宣誓書。另外附上一份本

簡明資料隨附的聯邦與加州法律副本。 
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本簡明資料僅用於提供資訊，不應被視作法律諮詢或加州政府的政策。如果您希望就

具體問題獲得諮詢，請向律師或其他專家洽詢。只要符合下列條件，即可複印本簡明

資料﹕(1) 複印文本的內容不得更改或誤解﹔(2) 說明資料由加州隱私權保護辦公室

﹙California Office of Privacy Protection﹚提供﹔並且 (3) 免費分發所有複印件。 



 
 

 

IDENTITY THEFT VICTIM’S REQUEST FOR FRAUDULENT 
TRANSACTION/ACCOUNT INFORMATION  

Made pursuant to section 609(e) of the Fair Credit Reporting Act (15 U.S.C. § 1681g), California 
Financial Code sections 4002 and 22470, Civil Code section 1748.95 and Penal Code section 
530.8. 

 
 
TO: FAX: 
 
ACCOUNT NO.: REFERENCE NO.:  
 
FROM: 
 
 
I am a victim of identity theft. I am formally disputing a transaction or an account that I have learned has been 
made, opened or applied for with you. I did not make this transaction or open or apply for this account and 
have not authorized anyone else to do so for me. You may consider this transaction or account to be 
fraudulent. Below is my identifying information. I have filed a report of identity theft with my local police 
department and a copy is attached. Under federal and California laws, creditors and other business entities 
must provide a copy of application and business transaction records relating to fraudulent transactions or 
accounts opened or applied for using an identity theft victim’s identity. 
 
A copy of the relevant federal and California law is enclosed. The victim is generally permitted to authorize 
your release of the account information to a specified law enforcement officer. I am designating the 
investigator listed below as additional recipient of all account information and documents. I authorize the 
release of all account documents and information to the law enforcement officer designated. I am requesting 
that you provide copies of the following records related to the disputed transaction or account: 
 

Application records or screen prints of Internet/phone applications 
Statements 
Payment/charge slips 
Investigator’s Summary 
Delivery addresses 
Any other documents associated with the account 
All records of phone numbers used to activate the account or used to access the account  

 
 
Name: Social Security Number: 
 
Address: 
 
 
 
Phone:  Fax: 
 
Employer: Phone: 
 
Designated Police Department: Report No.: 
 
Designated Investigator:  
 
Signed:   Date: 



 
 

 

身份被盜受害者盜用帳戶交易/帳戶資訊申請表  
請用英語給每一家信貸機構或業務部門寫信 

本申請依照以下法規條例提出﹕「公平信用報告法」﹙Fair Credit Reporting Act﹚第 609(e) 節
﹙「美國法典」﹙U.S.C.﹚第 15 篇第 1681g 款﹚、加州「金融法」﹙Financial Code﹚第 4002 節及

第 22470 節、「民法」﹙Civil Code﹚第 1748.95 節以及「刑法」﹙Penal Code﹚第 530.8 節。 
 

 
收件人﹕ 傳真﹕ 
 
帳號﹕ 參考號碼﹕  
 
發件人﹕ 
 
 
我是身份被盜受害者。我正式對我獲悉以我的名義進行、開設或申請的一項交易或一個帳戶提出爭議。我沒有

進行此項交易或開設或申請該帳戶，亦沒有授權任何其他人代替我這樣做。請將此項交易或該帳戶視為盜用帳

戶交易或帳戶。以下是我的身份資訊。我已經向地方警署提交身份被盜報告，隨附一份報告副本。聯邦及加州

法律規定，信貸機構及其他業務實體必須向受害者提供一份與使用身份被盜受害者身份進行的盜用帳戶交易或

開設或申請的帳戶相關之申請及業務交易副本。 
 
隨附一份相關聯邦及加州法律副本。受害者通常可授權貴方向指定的執法官員披露帳戶資訊。我指定下列調查

員作為所有帳戶資訊及文件的附加收件人。我授權向指定的執法官員披露所有的帳戶文件及資訊。請向我提供

以下與有爭議的交易或帳戶相關的記錄副本﹕ 
 

申請記錄或網際網路電腦熒幕列印件/電話申請 
對帳單 
付款/收費單 
調查員總結 
郵寄地址 
與該帳戶相關之任何其他文件 
用於啟用帳戶或存取帳戶的所有電話號碼記錄  

 
 
姓名﹕ 社會安全號碼﹕ 
 
地址﹕ 
 
 
 
電話﹕  傳真﹕ 
 
僱主﹕ 電話﹕ 
 
指定的警署﹕ 報告編號﹕ 
 
指定的調查員﹕  
 
簽名﹕   日期﹕ 



 
 

 

 

Federal Law: Fair Credit Reporting Act, 15 U.S. Code Section 609e 
(e) Information Available to Victims 
(1) In general. For the purpose of documenting fraudulent transactions resulting from 
identity theft, not later than 30 days after the date of receipt of a request from a victim in 
accordance with paragraph (3), and subject to verification of the identity of the victim and the 
claim of identity theft in accordance with paragraph (2), a business entity that has provided credit 
to, provided for consideration products, goods, or services to, accepted payment from, or 
otherwise entered into a commercial transaction for consideration with, a person who has 
allegedly made unauthorized use of the means of identification of the victim, shall provide a copy 
of application and business transaction records in the control of the business entity, whether 
maintained by the business entity or by another person on behalf of the business entity, 
evidencing any transaction alleged to be a result of identity theft to –  
(A) the victim; 
(B) any Federal, State, or local government law enforcement agency or officer specified by the 
victim in such a request; or 
(C) any law enforcement agency investigating the identity theft and authorized by the victim to 
take receipt of records provided under this subsection. 
(2) Verification of identity and claim. Before a business entity provides any information under 
paragraph (1), unless the business entity, at its discretion, otherwise has a high degree of 
confidence that it knows the identity of the victim making a request under paragraph (1), the 
victim shall provide to the business entity –  
(A) as proof of positive identification of the victim, at the election of the business entity– 
(i) the presentation of a government-issued identification card; 
(ii) personally identifying information of the same type as was provided to the business entity by 
the unauthorized person; or 
(iii) personally identifying information that the business entity typically requests from new 
applicants or for new transactions, at the time of the victim's request for information, including 
any documentation described in clauses (i) and (ii); and 
(B) as proof of a claim of identity theft, at the election of the business entity-- 
(i) a copy of a police report evidencing the claim of the victim of identity theft; and 
(ii) a properly completed-- 
(I) copy of a standardized affidavit of identity theft developed and made available by the 
Commission; or 
(II) an affidavit of fact that is acceptable to the business entity for that purpose. 
(3) Procedures. The request of a victim under paragraph (1) shall –  
(A) be in writing; 
(B) be mailed to an address specified by the business entity, if any; and 
(C) if asked by the business entity, include relevant information about any transaction alleged to 
be a result of identity theft to facilitate compliance with this section including – 
(i) if known by the victim (or if readily obtainable by the victim), the date of the application or 
transaction; and 
(ii) if known by the victim (or if readily obtainable by the victim), any other identifying 
information such as an account or transaction number. 
(4) No charge to victim. Information required to be provided under paragraph (1) shall be so 
provided without charge. 
(5) Authority to decline to provide information. A business entity may decline to provide 
information under paragraph (1) if, in the exercise of good faith, the business entity determines 
that –  
(A) this subsection does not require disclosure of the information; 



 
 

 

(B) after reviewing the information provided pursuant to paragraph (2), the business entity does 
not have a high degree of confidence in knowing the true identity of the individual requesting the 
information; 
(C) the request for the information is based on a misrepresentation of fact by the individual 
requesting the information relevant to the request for information; or 
(D) the information requested is Internet navigational data or similar information about a person's 
visit to a website or online service. 
(6) Limitation on liability. Except as provided in section 621, sections 616 and 617 do not apply 
to any violation of this subsection. 
(7) Limitation on civil liability. No business entity may be held civilly liable under any provision 
of Federal, State, or other law for disclosure, made in good faith pursuant to this subsection. 
(8) No new recordkeeping obligation. Nothing in this subsection creates an obligation on the part 
of a business entity to obtain, retain, or maintain information or records that are not otherwise 
required to be obtained, retained, or maintained in the ordinary course of its business or under 
other applicable law. 
(9) Rule of Construction 
(A) In general. No provision of subtitle A of title V of Public Law 106-102, prohibiting the 
disclosure of financial information by a business entity to third parties shall be used to deny 
disclosure of information to the victim under this subsection. 
(B) Limitation. Except as provided in subparagraph (A), nothing in this subsection permits a 
business entity to disclose information, including information to law enforcement under 
subparagraphs (B) and (C) of paragraph (1), that the business entity is otherwise prohibited from 
disclosing under any other applicable provision of Federal or State law. 
(10) Affirmative defense. In any civil action brought to enforce this subsection, it is an affirmative 
defense (which the defendant must establish by a preponderance of the evidence) for a business 
entity to file an affidavit or answer stating that –    
(A) the business entity has made a reasonably diligent search of its available business records; 
and 
(B) the records requested under this subsection do not exist or are not reasonably available. 
(11) Definition of victim. For purposes of this subsection, the term “victim” means a consumer 
whose means of identification or financial information has been used or transferred (or has been 
alleged to have been used or transferred) without the authority of that consumer, with the intent to 
commit, or to aid or abet, an identity theft or a similar crime. 
(12) Effective date. This subsection shall become effective 180 days after the date of enactment of 
this subsection. 
(13) Effectiveness study. Not later than 18 months after the date of enactment of this subsection, 
the Comptroller General of the United States shall submit a report to Congress assessing the 
effectiveness of this provision. 

California Law: Penal Code Section 530.8 

530.8. (a) If a person discovers that an application in his or her name for a loan, credit line or 
account, credit card, charge card, public utility service, mail receiving or forwarding service, 
office or desk space rental service, or commercial mobile radio service has been filed with any 
person or entity by an unauthorized person, or that an account in his or her name has been opened 
with a bank, trust company, savings association, credit union, public utility, mail receiving or 
forwarding service, office or desk space rental service, or commercial mobile radio service 
provider by an unauthorized person, then, upon presenting to the person or entity with which the 
application was filed or the account was opened a copy of a police report prepared pursuant to 
Section 530.6 and identifying information in the categories of information that the unauthorized 
person used to complete the application or to open the account, the person, or a law enforcement 
officer specified by the person, shall be entitled to receive information related to the application 
or account, including a copy of the unauthorized person's application or application information 



 
 

 

and a record of transactions or charges associated with the application or account. Upon request 
by the person in whose name the application was filed or in whose name the account was opened, 
the person or entity with which the application was filed shall inform him or her of the categories 
of identifying information that the unauthorized person used to complete the application or to 
open the account. The person or entity with which the application was filed or the account was 
opened shall provide copies of all paper records, records of telephone applications or 
authorizations, or records of electronic applications or authorizations required by this section, 
without charge, within 10 business days of receipt of the person's request and submission of the 
required copy of the police report and identifying information. 
(b) Any request made pursuant to subdivision (a) to a person or entity subject to the provisions of 
Section 2891 of the Public Utilities Code shall be in writing and the requesting person shall be 
deemed to be the subscriber for purposes of that section. 
(c) (1) Before a person or entity provides copies to a law enforcement officer pursuant to 
subdivision (a), the person or entity may require the requesting person to submit a signed and 
dated statement by which the requesting person does all of the following:  
(A) Authorizes disclosure for a stated period.  
(B) Specifies the name of the agency or department to which the disclosure is authorized. 
(C) Identifies the types of records that the requesting person 
authorizes to be disclosed. 
(2) The person or entity shall include in the statement to be signed by the requesting person a 
notice that the requesting person has the right at any time to revoke the authorization.  
(d) (1) A failure to produce records pursuant to subdivision (a) shall be addressed by the court in 
the jurisdiction in which the victim resides or in which the request for information was issued. At 
the victim's request, the Attorney General, the district attorney, or the prosecuting city attorney 
may file a petition to compel the attendance of the person or entity in possession of the records, as 
described in subdivision (a), and order the production of the requested records to the court. The 
petition shall contain a declaration from the victim stating when the request for information was 
made, that the information requested was not provided, and what response, if any, was made by 
the person or entity. The petition shall also contain copies of the police report prepared pursuant 
to Section 530.6 and the request for information made pursuant to this section upon the person or 
entity in possession of the records, as described in subdivision (a), and these two documents shall 
be kept confidential by the court. The petition and copies of the police report and the application 
shall be served upon the person or entity in possession of the records, as described in subdivision 
(a). The court shall hold a hearing on the petition no later than 10 court days after the petition is 
served and filed. The court shall order the release of records to the victim as required pursuant to 
this section. 
(2) In addition to any other civil remedy available, the victim may bring a civil action against the 
entity for damages, injunctive relief or other equitable relief, and a penalty of one hundred dollars 
($100) per day of noncompliance, plus reasonable attorneys’ fees. 
(e) For the purposes of this section, the following terms have the following meanings: 
(1) “Application” means a new application for credit or service, the addition of authorized users 
to an existing account, the renewal of an existing account, or any other changes made to an 
existing account. 
(2) “Commercial mobile radio service” means “commercial mobile radio service” as defined in 
section 20.3 of Title 47 of the Code of Federal Regulations. 
(3) “Law enforcement officer” means a peace officer as defined by Section 830.1. 

See also California Financial Code sections 4002 and 22470, and California Civil Code section 
1748.95. 

 
 
 


